
GRSi offers logical and practical security strategies and solutions 

to address complex cyber challenges. Our proven solutions, 

products, tool kits and services enable our customers to 

establish a cyber posture to Defend, Detect and Protect data 

and secure IT services. 
 

GRSi brings a proven approach to cyber solutions across 

defense, intelligence, civilian and commercial markets. Our 

subject matter experts deliver breakthrough technology in areas 

such as: 
 

 Information Management 

 Information Assurance 

 Cryptographic Services (Crypto & Encryption) 

 Certification and Accreditation 

 System Hardening - Tools & Services 

 PKI / Common Access Card / PIV Integration 

 COOP / Disaster Recovery 

 Policy and Package Support (includes medical devices 

and specialized digital equipment 
 

By visualizing threats and helping ensure data integrity through 

advanced network security operations, GRSi provides customers 

with the needed expertise to effectively address operational needs, 

proactively balance risk management, and adhere to compliance 

requirements. 
 

Look to GRSi to deliver realistic solutions that clearly demonstrate 

measurable results and aids its customers confidently in deploying 

secure platforms and technologies that can improve operations 

and reduce costs. 

www.grsi.com 

 

Contacts: 

Jeff Green 

jeff.green@grsi.com 

(240) 236-0800 x246 

 

Billy Burnett 

billy.burnett@grsi.com 

(843) 566-1340 x405 

 
Corporate Office: 

5235 Westview Drive 

Suite 101 

Frederick, MD 21703 

(240) 236-0800 

info@grsi.com 



GRSi Cyber Security - Information Assurance and Information Warfare Solutions Development 

Description: Engineering services, tools and management to support cyber security solutions and 

operations at various levels of security requirements, from intelligence to health IT to commercial. 

Experience Areas: Information assurance (IA) at network, application, system, and enterprise levels; 

cross domain solutions; cloud computing security; and mobile computing security. 

Projects: Dynamic network defense operations (DNDO), net speed exploitation and analysis, 

exploitation sensor management, information assurance, certification and accreditation (C&A), 

supply chain risk management (SCRM) systems, PKI / CAC / PIV integration, electronic medical 

records (Army & commercial), electronic data interchange, and electronic document submission. 

Clients / Sponsors: DOD PEO C4I, U.S. Marine Corps Intelligence Activity, U.S. Special Operations 

Command (USSOCOM), Naval Network Warfare Command (NETWARCOM), Space and Naval Warfare 

Systems Command (SPAWAR), Naval Air Systems Command (NAVAIR), DHHS (CMS, NIH). 

GRSi 

Locations coast to coast across the U.S. 

Teams deployed worldwide 

Proven OCONUS deployment on and off bases 

Qualifies as small business in many NAICS codes 

DUNS:  169884546  

CAGE Code: 1RTX7 

www.grsi.com 

GRSi brings hundreds of talented resources in systems engineering, development, 

management and security to bear on solutions for our clients.  We provide solutions across 

our more than $21B contract portfolio; for clients such as the FBI, NIH, CMS, SPAWAR, DISA, 

Navy, Army, and more. 

 

GRSi answers the call when clients have critical requirements and the stakes are extreme, 

we bring the needed talent and experience to deliver cyber security excellence.  

GRSi performs cyber security in the 

strictest of environments for risk and 

control; from health IT where life and 

privacy are at stake, to intelligence 

and defense systems where the 

criticality of operational risk 

management and data protection are 

nearly immeasurable. 


